Overview

AXA XL is committed to being a trusted partner in helping our clients improve their cyber security and protect against cyber threats.

Our partnership with Accenture allows us to offer a range of services to support our client’s end-to-end cybersecurity needs, from bespoke cyber risk reports, to risk mitigation and post breach services.
**Pre Breach**

Our pre breach services help our clients understand the wider cyber landscape and the potential threats they face, as well as determine targeted actions to help improve their overall cyber resilience.

**Threat Intelligence (TI) Reports**

Selected prospective clients, subject to a minimum premium threshold, will receive as part of their cyber quote from AXA XL a Summary Threat Intelligence report, produced by Accenture Security.

This report includes an outside-in view of both the current cyber risks your company is faced with, as well as insight into threats impacting your industry sector.

Once the policy is bound, a full Threat Intelligence report will be provided to clients, containing more detailed insight and actionable next steps.

**How will this help me?**

- Understand the latest emerging cyber threats impacting your industry and stay ahead of the cyber criminal
- Highlight the specific threats impacting your company, including dark web threats and infrastructure vulnerabilities
- Learn the specific actions appropriate to mitigate against these threats
Pre-Breach Security Services

AXA XL clients will have access to tailored additional services from Accenture Security, including Incident Response Planning; Cyber Risk Assessments and Threat Hunting

How will this help me?
- These services focus on risk reduction, planning and preparation to reduce the likelihood of a breach and support breach readiness

Onboarding & Security Consultation

For those clients who receive a Threat Intelligence report and choose to purchase their cyber insurance with AXA XL, we offer a virtual Security Consulting session with the Accenture Security team as part of our client onboarding service

This session will focus on more in depth analysis of the Threat Intelligence report, and what appropriate response and mitigations might be.

How will this help me?
- Get additional, deeper insight into the wider threat context in your industry
- Understand the actionable next steps to improve your security posture
Post breach

Our partnership also enables the launch of a new post breach service for our International Financial Lines clients

**Accenture Cyber Incident Response Service**
Through your AXA XL Cyber Insurance policy, clients will have use of Accenture’s Cyber Incident Response Service.

Accenture’s Post Breach Response Service gives AXA XL clients a simple guided process through the stages of a cyber incident, from the initial notification, the investigation and containment, and through to the restoration and closure of the incident.

**How will this help me?**
- Clearly signposted cyber claims process throughout the whole incident
- Access to the right level of technology expertise, combining cyber resilience insight as well as industry experience
- Rapid incident response capability that supports clients in mobilizing, containing and resolving incidents in cost effective manner

For more information on how post breach claims handling works and who our service providers are, please contact your local Cyber underwriter. Contact details can be found at the back of this brochure.

---

**Partnership benefits**

**Together we bring**
Unique collaboration of Cyber Insurance and Cyber Security expertise

Tailored recommendations to improve clients’ security posture

A continually developing proposition to keep pace with emerging challenges
How to get a Threat Intelligence Report?

1. Threat assessment
   Request a cyber quote from AXA XL. For selected clients, a TI report will be produced and will assist underwriters to assess the risk.

2. Summary TI report
   A summary report with key findings and tailored recommendations will be sent to the broker to be shared with the client.

3. Full TI report
   If the client binds with AXA XL they will then be sent the full TI report which gives in depth findings and actionable next steps.

4. Security consulting
   Once the policy is bound, those clients will receive a free one hour consulting call with Accenture to discuss security needs and the outcomes of the Threat Intelligence Reports. This is a confidential call with the client and details are not shared with AXA XL.
Contact

International Enquiries
Your local AXA XL Cyber contact or;

James Tuplin
Head of Cyber & TMT, International
AXA XL, a division of AXA
T +44 (0) 20 7621 4315
james.tuplin@axaxl.com

UK Enquiries
Duane Folkard
Head of Cyber & TMT UK
AXA XL, a division of AXA
T +44 (0) 20 7621 4318
duane.folkard@axaxl.com

Charlotte Gill
Underwriter
AXA XL, a division of AXA
T +44 (0) 20 7933 7942
charlotte.gill@axaxl.com
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